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RECOMMENDED COMPUTER CONFIGURATION

• Windows 9X/NT operating system
• Pentium II, 233MHz processor (or better)
• 64 MB RAM (or higher)
• 1024X768 pixels, 16 bit color video card (or better)
• SVGA monitor
• Mouse
• Windows compatible sound card
• Keyboard
NOTE: The Reporter is specifically designed for use with
Windows 9X/NT operating systems. It will not run under
windows emulators (Wine, VM ware, OS booter and others).

NUMBER OF LINE CARDS SUPPORTED

The Reporter will support the maximum PC-LC2 configuration
per PC, which is 4 PC LC2’s per PC (8 lines). Each line has
a 250-account support, for 2000 accounts when in maximum
configuration. The Reporter automatically calculates the number
of accounts based on the number of PC-LC2 line cards installed
in a PC.

INSTALLATION/SETUP
To set up The Reporter software in Windows 95/98/NT:
1. Insert the CD-ROM into your CD-ROM drive.
2. Go into your CD-ROM drive. Double-click on "The Reporter

Demo Software" folder. Find the "SETUP.EXE" icon and
double-click on it to start The Reporter installation.

3. Follow the instructions shown on your screen. A message
is displayed when SETUP is complete. When entering The
Reporter software, it will ask you for a login and password.
Enter as follows: LOGIN: supervisor  PASSWORD: cafelatte

4. NOTE: Once you are in the "User Management" screen,
you MUST add yourself a new User and Password since
the default password automatically expires upon first
login.

This document is designed to help the user to understand
the functionality of The Reporter, the approach to performing
operations and the sequence to follow when using The
Reporter. This user manual is based on the first revision of
the software that is packaged with it. This manual may be
used for the future software revisions but does not guarantee
the coverage of all the features and functionality of the future
software releases. It is very critical that this manual be
read and followed.  All the sections outlined in the manual
contain screen shots of The Reporter to better express and
outline the instructions to the user.

THE REPORTER FEATURES
- Alarm Priorities, by number and color
- Custom defined alarm priorities
- Custom defined alarm definitions
- Ability for user to edit, add or remove alarms from

the data base
- Inter-linked contacts and responses
- Ability to add, remove and edit account information
- History generated
- Auto logging provided
- Visual and audio annunciation for new alarms
- 500 accounts per PC Receiver card installed
- SG-PCLC2 supervision
- Multiple format support (see Appendix A)
- Time and date stamped on all of the received

and processed alarms
- Log file created for activity
- For use with SG-PCLC2 only
- Multiple alarm acknowledgement
- Alarms and alarm restoral linking

REQUIREMENTS
The following is the required equipment and
specifications of the system:

• IBM compatible PC
• CD ROM
• Reporter Installation CD
• SG-PCLC2 Installed

MINIMUM COMPUTER CONFIGURATION

• Windows 9X/NT operating system
• Multimedia PC, Pentium 166MHz
• 32 MB RAM
• 800x600 pixels, 16 bit color video card
• SVGA monitor
• Mouse
• Windows compatible sound card
• Keyboard
WARNING: IT IS RECOMMENDED TO RUN THE REPORTER
AS THE PRIMARY APPLICATION ON YOUR COMPUTER;
AT LEAST 50% OF THE COMPUTER'S RESOURCES MUST
BE AVAILABLE FOR THE REPORTER TO FUNCTION
PROPERLY. IT IS ALSO RECOMMENDED TO HAVE NO
SCREEN SAVERS RUNNING OR ANY OTHER POWER
SAVER MODE ON.

INTRODUCTION
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In this screen enter your new password and re-enter the
password to confirm it. The password must be at least 3
characters long. Once you have entered your password twice
for confirmation, the “submit” icon will be activated. Press on
the submit button for approval of your new password.

If your new password is a duplicate of the original password
that was supplied to you by your administrator the screen
shown above will be displayed. Please select another password
in this case.
Note: To select a unique password, select a password
having alphanumeric characters.

If the password you typed was unique then the screen will
read “password successfully changed”.

User Management

This feature is only available to the operator with administrative
access. The user management is a feature that allows the
administrator to add new operators, edit existing operators,
or delete operators. The user management function can be
accessed from the file menu.

In this screen, the administrator can add new operators, edit the
existing ones and delete operators that should no longer have
access to The Reporter.

User Log In
If you are a user and logging in for the first time, type your
provided login name and password in the appropriate locations,
as shown in the screen below.

GENERAL FUNCTIONALITY
This section contains the General Functions of The Reporter.

LOG IN / LOG OUT

The Reporter supports two different operator levels, administrator
and “user”. An Administrator has full access to The Reporter
functions where as the User’s access is limited to
“acknowledgement” functionality.
Note: The Reporter is designed so that only one instance of
the application can be running on one machine at a time.

When The Reporter is started, the screen shown above is displayed
with SG Security Communications information. Point your mouse
pointer to the CD (animation will be displayed). Click on it to get
into the log in prompt.

Administrator Log In
If you are an administrator and logging on for the first time after
installation, type supervisor  as your log in name and cafelatte
as the password in the appropriate locations in the screen below.

Once you have entered your provided log in name and your
password, the “submit” button is activated. Click on the submit
button. On the same screen you will be notified that there is
a need for change of your password.

As noticed on the screen the text in Red notifies the expiration
of your password.

NOTE: Due to high volume reproduction of this manual, screen shots of the software included
are not high quality. For clearer images, print manual internally (available on enclosed CD-ROM).
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Once you have entered your provided log in name and your
password, the “submit” button is activated. Click on the submit
button. On the same screen you will be notified that there is
a need for change of your password.

As noticed on this image the text in Red notifies the expiration
of your password.

In this screen enter your new password and re-enter the
password to confirm it. The password must be at least 3
characters long. Once you have entered your password twice
for confirmation, the “submit” icon will be activated. Press on
the submit button for approval of your new password.

If your new password is a duplicate of the original password
that was supplied to you by your administrator the screen
shown above will be displayed. Please select another password
in this case.
Note: To select a unique password, select a password having
alphanumeric characters.

If the password you typed was unique then the screen will
read “password successfully changed”.

Changing Password

Changing passwords is one of the very important functions
that an operator should perform. This is done for security
purposes. To change your log in password, go to the “change
password” in the file menu.

When “change password” from the File menu is selected, the
screen shown is displayed. In this screen, the password can
be changed.
Note: At the bottom of the screen, “password not changed”
will be shown until password is typed again for confirmation
and the “submit” button is pressed. If a particular password
that you have typed is not changed then type another one
and submit it.

TRAFFIC SCREEN

The traffic screen is the main screen of The Reporter, and is
the first displayed upon log in. The main function of the traffic
screen is to display all the alarms received in priority/
chronological order.

Information seen on the traffic screen from left to right is:

• Time/Date • Priority • Account Number
• Alarm Event • Partition • Zone
• Alarm Definition • Open/Close • Ack’d

The above screen shows several alarms of different priorities.
This screen also shows full access to functionality as operator
is logged on as administrator.
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The above screen shows several alarms of various priorities.
This screen shows limited accessibility as operator is logged
on as a user only.

Note that several icons are no longer accessible.

CONFIGURATION

The Reporter has configuration settings to set custom
parameters per receiver connected. This version of The Reporter
is compatible only with the PC-LC2 receiver.

From the traffic screen, the administrator can access this
screen by pressing the Configuration icon, shown above.

This screen allows operator to customize three types of settings:

• Communication
• Access
• Miscellaneous
NOTE: AFTER MAKING ANY CHANGES TO THE
CONFIGURATION SETTINGS OF THE REPORTER, THE
REPORTER MUST THEN BE RESTARTED.

Communications

The communication tab consists of:

• Receiver Type - the receiver that is being used.
• Port - the port to which the receiver is connected.
• Baud Rate - the baud rate of the receiver’s output.
• Databits - the number of databits of the receiver’s output.
• Parity - the type of parity of the receiver’s output.

Access

The access tab consists of:

• Password Expire Period - Allows administrator to pre-set
the duration that a password is valid. 40 days is the default.

• Number of Pending Alarms Before Warning - The Reporter
will notify the operator that there are a certain number of
pending alarms (un-acked) on the traffic screen. This allows
admisitrator to set the number of alarms pending before
The Reporter will prompt the operator. By default, this is
set to 50 un-acknowledged alarms.

• Auto-Logout Delay - The Reporter will automatically log out
if sitting dormant for the period set here. This allows the
administrator to set the period (in minutes). This is defaulted
to 15 minutes, the maximum duration is 99 minutes.

• No Auto-Logout - This check box allows administrator to
decide not to allow for The Reporter to auto-logout, this is
the default setting.

Miscellaneous

The Miscellaneous tab consists of the “Bring to the Front
Mode”:

• Windows 95 Compatible - In this mode, The Reporter will
become the active application (brought to the front) each
time there is a new alarm received.

• Windows 98/NT Compatible - In this mode, The Reporter
ICON on the tool bar will flash when a new alarm is received.

NOTE: In order for this to operate properly, the tool bar
must not be on “auto hide.”
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DATA BASE

This section in The Reporter contains the database, which
stores the generic alarm definitions library, contacts, actions,
countries, states, responses, and class/types. Upon initial
installation there will be data only in the fields listed below.

- Alarm
- Countries
- States
- Classes/Types.
All the fields in the database can be edited at the discretion
of the administrator(s).

Database Navigation Icons
There are nine navigation icons globally used throughout
The Reporter database screens.

First Record
This icon returns operator to the first record in the database.
This icon becomes deactivated when viewing the very first
record in the database.

Previous Record
This icon takes operator from current record to the previous
record in the database. This icon becomes deactivated when
the operator attempts to access the previous record from the
first record in the database.

Next Record
This icon takes operator to the next record in the database.
This icon becomes deactivated when operator attempts to
access the next record from the last record in the file.

 Last Record
This icon brings operator to the last record in the database.
This icon becomes deactivated once the last record has
been reached.

 Insert Record
This icon is used to insert new records in the database. Use
this icon to enter a new account, or enter any other record
in the database. This icon becomes deactivated once pressed
and becomes active when either cancel button is pressed or
post record is pressed. When inserting a record, all other
icons except “post” and “cancel” become deactivated.

 Delete Record
This icon will delete the record that is currently being viewed.
The record will be permanently removed from the database.

  Edit Record
Use this icon when there is a need to change one of the
fields in the database.

  Post Record
This icon is used to save new record entries, and save
changes made to existing entries.

 Cancel Edit
This icon is used to cancel the edit or addition of a new
record in the database. If any field has been changed
accidentally, this icon can be pressed to cancel the changes
made and return the record to its previous state.

Reports
This icon is used to print the database in current view on
your windows default printer. This icon is available on
almost all the screens of The Reporter database, so you
can print out all the necesary information.

 EDIT DATABASE

It is necessary to update/edit the database for customization
of information used in The Reporter. There are seven different
sections to the database, and each are described in detail.

• Alarms
• Contacts
• Countries
• States
• Actions
• Responses
• Classes/Types

Alarms

This is the default database for all the alarms received.
When The Reporter receives an alarm, the definitions and
priorities are taken from this table. It is recommended not
to change the default definitions of the alarms unless
necessary. If an addition to an alarm library is required
then follow the very simple process outlined below:

• Press the “+” icon, note that a blank row is created.
• Click the mouse pointer in the “protocol” column. You can

either type in the protocol id of the alarm being added or
select one by clicking down on the arrow and selecting from
one already listed. E.g. for Contact ID the protocol id is 5.

• Once the protocol id has been selected, click in alarm type
column and type the new alarm.

• Next, click in alarm “Alarm Definition” section and type in
the alarm definition that is to appear on the traffic screen.
It is recommended to type the standard (accepted) definition
if an update is made to the alarm library.
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• The priority of the alarm is to be entered next. Click in the
“priority column” and either type in the default priority of
the alarm (0 to 9) or select by clicking the down arrow that
is shown in the priority column.

• When completed, click on the “check mark” (post) to save
the latest changes and/or additions to the alarm database.

Notification Contacts

This is the field where all of the necessary contact information
is entered. These entities require notification when
acknowledging alarms.

NOTE: “Generic” type contacts are entered here, such as
fire and police departments.
To add a contact, follow the steps listed below:

• Press “+” sign at the bottom of the screen (a blank form is
provided)

• Enter the name of a person or organization to be contacted
in case of an alarm

• Enter their phone number in the “home phone” field
• Enter the fax number of the person or the organization in

the “fax” field
• Enter the business phone number of the person or organization

in the “business phone field” (optional)
• Enter the pager phone number of the person or organization

in the “pager” field (optional)
• Enter the email address of the contact in the “email” field
• Enter the Passcode in the “passcode field.” The passcode

is used to identify that the correct person has been reached.
• When completed, click on the “check mark” (post) to save

the latest changes and/or additions to the contact database.

Countries

In this section, any country of the world can be added to the
list if not already present in the database.

Follow these steps to add a country to the database.

• Press “+” sign at the bottom of the screen (a blank line is
provided)

• In the column “country,” type the name of the country and
press enter

• Click with your mouse in the “administrative division” and
double click on the right side of the column, note that a
down arrow appears. Click on the down arrow and select
one of the provided selections e.g. Province, region, state
or territory

• Click on the “postal code name” column and type in the
name of the postal code e.g. Postal code, or zip code

• When completed, click on the “check mark” (post) to save
the latest changes and/or additions to the contact database.

States/Provinces

This section is used to enter the names of States/Provinces in
conjunction with the country in which it is located. This is used
to enter a State/Province that is not already present in the database.

Follow the steps below to add a new State/Province:
• Press “+” sign at the bottom of the screen (a blank line is

provided)
• Type in the name of the state/province/territory or region

and press “enter.”
• Enter the two-character abbreviation in the “abbr” field if

used (optional)
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• Click in the “country” column to select from a country in the
list (these countries are the same as entered in the
“countries” screen.

• When completed, click on the “check mark” (post) to save
the latest changes and/or additions to the contact database.

Actions

Actions are a very important part of the acknowledgement
process. This screen enables the operator to customize the
actions per account.

To add an action, follow the steps below:

• Press “+” icon at the bottom of the data base screen (a
blank line will be provided)

• Click in the “ description” column, and either choose an
action from the list, or enter a new one.

• Next, click in the “contact name” field. Select from a contact
in the list (these contacts are the same as those entered
in the contact field). Notice that when you select a contact,
the number automatically appears in the business telephone
column.

• A business number can also be chosen by clicking in the
“business phone” column. Notice that entering a number
in this field will automatically select the contact associated
with the number.

• When completed, click on the “check mark” (post) to save
the latest changes and/or additions to the contact database.

Responses

The responses are interrelated to the actions and they are
used when acknowledging the alarms. In order for the responses
to be useable, they have to be entered properly and assigned
to the alarm accounts at the time of account set up. They
can also be assigned to the account’s alarms later by editing
the account. Different responses can be assigned to different
alarms within an account.

To add a new response, follow the steps below:

• Press “+” icon at the bottom of the data base screen (a
blank line will be provided)

• Enter a label for the response
• When completed, click on the “check mark” (post) to save

the latest changes and/or additions to the contact database.

How to attach an Action to a Response
Follow steps listed below to attach actions to a response:
• Highlight a response to which an action is to be attached.
• Press “+ “ icon within the action section of the response tab

(a blank line will be provided). Note that you may not be
able to type in this row because it pulls up the actions list
added in the action tab.

• Double click in the blank row for the drop down menu and
select one of the available actions that were previously
entered in the actions tab. If the action is to be a “required”
action, click the “required” field, and a checkmark will appear.
Repeat for all actions to be added to the response.

• When completed, click on the “check mark” (post) to save
the latest changes and/or additions to the contact database.

How to link the Actions
Follow steps below to link the actions:

• Actions can be put into order by dragging the pointer to the
actions up and down. Point the record pointer to the action
and drag with your mouse pointer to the position desired.
(Actions must be “next” to each other in order to be linked).

• You can link multiple actions together as well, except that
all actions being linked must be marked “required”.

• Simply click and hold the mouse pointer in the link column
and drag it to the action that you wish to link it with.

Note: when acknowledging the signal that this response
is assigned to, only the first of the linked actions would
be active. The subsequent linked actions will remain inactive
unless the previous one has failed. Therefore, if you have
multiple contacts (in actions) that require contact in the
event of an alarm, then do not link these actions together.
• Once the above information is verified and  entered properly,

click the “done” button.
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Classes/Types

Account Type
The account type (Account Type Name field) contains information
on the type of building in which the account is found.

To add an account type, follow the steps listed below:

• Click in the “Account Type Name” column with your mouse
pointer

• Press the “+” icon to add a new Account Type Name (a
blank row is provided)

• Type the name of the Account Type in the blank space that
is created.

• When completed, click on the “check mark” (post) to save
the latest changes and/or additions to the contact database.

How to add an Account Class
The account class (Account Class Name field) contains
information on the type of account monitored.

To add an account class, follow the steps listed below:

• Click in the “Account Class” with your mouse pointer
• Press the “+” icon at the bottom of the screen to add

Account class (a blank row is provided)
• Type in the name of the Account Class in the blank space

that is created
• When completed, click on the “check mark” (post) to save

the latest changes and/or additions to the contact database.

ACCOUNTS
This is the account database where the monitored accounts
are setup. Note that the top portion is the account database,
and the lower portion is the traffic or activity. There is a
maximum of 500 accounts per PC-LC2 for up to 2000 accounts
with 4 PC-LC2’s installed.

The following fields are located with in the account set-up
screen:

• Account information (all fields with an asterik “*” are mandatory
and must be filled in)

• Address • Contacts • Installation information
• Comments fields • Schedules • Additional information
NOTE: Accounts can only be set-up by Administrator.

ACCOUNT SET-UP (METHOD A)
To add a new account, follow the process outlined in the
following sections.

Before you add a new account make sure the country and
the province/state is in the database (This country and province/
state are the fields of which the new account number is
about to be added).

Address Tab

• Press “+” icon at the bottom of the account section (a blank
account form will be provided)

• Enter account number of the account in the “number” field.
Note that this must be a unique number.

• Enter the name of the subscriber in the “name field.”
• Enter the telephone number (with area code) of the subscriber

in the “phone” field.
• Enter the fax number (with area code) of the subscriber in

the “fax” field.
• Enter the class type of the account in the “class” field by

choosing from the list.
• Enter the account type in the “type” field by choosing from

the list.
• Enter the complete address of the customer in the

“address” field.

Client Contacts Tab
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This screen is for the entry of the contacts for the account.
They differ from the notification contacts in that they are
specific to the account, not generic. Also, note that a “Notification
Contact” can be one or more of the client contacts. A maximum
of 5 contacts are allowed for each account.
NOTE: The left most section containing account number,
telephone number and other information is for the entire
account, and is not part of each tab. This information is
entered only once.
• Press “+” icon at the bottom of the account section (a blank

account form will be provided)
• Enter account number of the contact in the “number” field.

Note that this must be a unique number.
• Enter the name of the contact in the “name field.”
• Enter the telephone number (with area code) of the contact

in the “phone” field.
• Enter the fax number (with area code) of the contact in the

“fax” field.
• Enter the pager number (with area code) of the contact in

the “pager” field.
• Enter the email address of the contact in the “email” field.

Additional Information Tab

This field contains more information on the location of the
customer.

• Enter the nearest major or “known” intersection in the “major
intersection” field.

• If there is any type of landmark near the subscriber’s location,
enter this in the “landmark” field.

• If there are any special conditions surrounding the account,
enter this/these in the “special conditions” field. These can
be things such as, wheelchair bound individual living there,
hearing impaired residents, pets, etc.

Installation Tab

Information regarding the installation of the system is
contained here.

• Enter the type of control panel in the “control panel type”
field.

• Enter the location of the control panel in the “control panel
location” field.

• Enter the zone types (either wireless or hardwired) in the
“wireless/hardwire” zones field.

• Enter the location of the control panel transformer in the
“transformer location” field.

• Enter the telephone number of the control panel in the
“panel phone number” field. Note that if this field is left
blank, it will be updated with the received Caller ID from
the PCLC2 (if caller ID enabled). If there is a number
entered here, and caller ID is received from the PC LC2,
then The Reporter will compare the two. If they are not the
same, a “Caller ID mismatch” message will appear.

• Enter the name of the Installer in the “installer name” field.
• Enter the date of installation in the “date of installation”

field.

Comments Tab

This field is complementary to the “special condition” providing
additional information on the account. This field could also be
considered optional but as mentioned above any additional
information could prove to be very critical and beneficial at the end.
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This section has no pre-defined structure, simply enter any
other relevant notes on the account in this section.

Schedules Tab

The Reporter allows for three different schedule types: Opening,
Closing, and test. These signals will be auto-logged and auto-
acked, as they are priority 0 alarms. They will become active
alarms that require some response only if there is an error in
the schedule.

Opening
• Enter the normal opening time expected from the account

in the “time” field.
• Enter the window in which receiving the opening is acceptable.

If the opening signal is received too early, an alarm is
generated on the traffic screen indicating the opening was
received too early. If the opening signal is received too late,
an alarm is generated on the traffic screen indicating the
opening was received too late. As long as the opening is
received within the window, no action is necessary from the
operator.

Closing
• Enter the normal closing time expected from the account in

the “time” field.
• Enter the window in which receiving the closing is acceptable.
If the closing signal is received too early, an alarm is generated
on the traffic screen indicating the closing was received too early.

If the closing signal is received too late, an alarm is generated
on the traffic screen indicating the closing was received too
late. As long as the closing is received within the window, no
action is necessary from the operator.

Test
• Enter the normal time the test signal is expected from the

account in the “time” field.
• Enter the window in which receiving the test signal is

acceptable.
If the test signal is not received within this window, a message
will be generated on the traffic screen indicating the test
signal has failed. As long as the test signal is received within
the window, no action is necessary from the operator.

Alarm Setup
This allows you to customize the alarm definitions, zone
definition and assign a particular response on that event for
the operator to process this specific event for that particular
customer.

Follow the outlined instructions below to setup custom alarms:

• Click "+" (the add record icon)
• Note that a blank row is created with a default parity of "5"

(medium).
• You can type in the priority column, or double-click to pick

one of the other priorities besides "0" if you wish.
• Now type in the alarm code that you wish to customize (type

it in exactly the way you will receive it on your traffic screen).
• Define this alarm in the alarm definition column.
• Type in the zone, if any, that will be received.
• Define the zone that was just entered.
• Now click in the partition column and enter a partition number,

if any, that will be received with the alarm code.
• If you wish to assign a response to this alarm, double click

in the response column and select from one you have already
entered.

• If the response you wish to assign is not in the list, then you
can create the response in the database edit section later,
and then return to this section of The Reporter to assign the
newly created response.

NOTE: If no response is assigned, the standard
acknowledgement will be used.
• Once the alarm is set, this alarm definition will take precedence

over the default definition and will be displayed on the traffic
screen every time this alarm is received from this particular
account.

• Multiple alarms from the same account should be acknowledged
once if they have the same response assigned.

Exceptions
The Reporter allows for “exceptions” to the schedule. Exceptions
are used for such things as Holidays.

• Press “+” to enter a new schedule. (A calendar appears)
• Click the appropriate month and day from the calendar
• Use the “annual event” checkbox to indicate whether the

exception is to recur each year. If the exception is for the
current year only, then do not enable the checkmark in this
box. Note that the year will appear next to the month and
day in the Holidays list.

Test On/Off Box
The Reporter enables the operator to place the account on
test. The “test on/off” checkbox is used for this. When the
account is in “test mode” all alarms received for the account
code are auto-logged/auto-acked, and require no response
from the operator.

ACCOUNT SET-UP (METHOD B)
The second method of adding a new account is not as simple
but by following this method, you can be sure that all the
account digits are entered properly and the messages are
acknowledged with the right account number. This process of
adding a new account is carried out at the time of installation
of the security panels.
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Or, simply point your mouse over the ckeck mark and the
operator's comments will be displayed.

DEBUG
The Debug screen is a feature of The Reporter that allows
the operator (administrator only) to see the raw data received
from the SG-PC-LC2. The Debug screen can be shown in
two modes:

• HEX • ASCII

Shown above: example of the debug screen viewed in HEX.

• Once the security panel is installed you can have a test
messages sent to you

• Once the test message is received it will be displayed on
the traffic screen

• Double click on the alarm to acknowledge it
• When this is done, note that a blank form is brought up with

only the line number, receiver number and the actual account
in the account information field

• Filling out the rest of the form is the same as described in
Method A

HISTORY
The history allows the operator to get a detailed report on
any given account. The reports can be either printed on the
default windows printer or exported to a Microsoft Excel file.
(Microsoft Excel must be installed for this). An account can
be searched to match any of the following criteria:

• Account • Date(Search any date/time, a range of dates)
• Alarms (Drop down menu for a list of available alarms)

Once the search criteria has been selected, click the “Search
now” button. The results will be displayed in the lower portion
of the window. At this point, a report can be generated for
printing, or the information can be exported to an Excel
spreadsheet.

Two types of reports can be generated.

Detailed Reports:

Time of the received event, time the event was acknowledged,
name of the operator, whether the alarm occured while the
system was armed or disarmed, alarm definition, zone number,
zone definition, and the operator's comments if any were
made at the time of the acknowledgement. The report also
prints a brief account information.

Customer Reports:

This report is generated for the customer's review if required.
It contains the time of the received event, alarm definition,
zone number, and zone definition.

The operator's comments can also be viewed on the screen.
If the comments column has a check mark, this means the
operator made comments for that alarm. You can view the
comments by clicking on the check mark as shown in the
next screen.

<12/4/99 3:57:00 PM> 5011 181234E13001123O

<12/4/99 3:57:01 PM> O

<12/4/99 3:57:27 PM> 5011 181234E13001123O

<12/4/99 3:57:28 PM> O

<12/4/99 3:57:30 PM> 5011 181234E13001123O

<12/4/99 3:57:30 PM> O

<12/4/99 3:57:56 PM> 5011 181234E13001123O

<12/4/99 3:57:57 PM> O

<12/4/99 3:57:58 PM> 5011 181234E13001123O

<12/4/99 3:57:58 PM> O

<12/4/99 3:57:59 PM> 5011 181234E13001123O

<12/4/99 3:58:00 PM> O

<12/4/99 3:58:41 PM> 5011 181234E13001123O

<12/4/99 3:58:41 PM> O

<12/4/99 3:58:42 PM> 5011 181234E13001123O

<12/4/99 3:58:42 PM> O

<12/4/99 3:58:43 PM> 5011 181234E13001123O

<12/4/99 3:58:43 PM> O

<12/4/99 4:47:32 PM> 1011 @0   O

<12/4/99 4:47:32 PM> O

<12/4/99 3:57:00 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:57:01 PM> 06

<12/4/99 3:57:27 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:57:28 PM> 06

<12/4/99 3:57:30 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:57:30 PM> 06

<12/4/99 3:57:56 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:57:57 PM> 06

<12/4/99 3:57:58 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:57:58 PM> 06

<12/4/99 3:57:59 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:58:00 PM> 06

<12/4/99 3:58:41 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:58:41 PM> 06

<12/4/99 3:58:42 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:58:42 PM> 06

<12/4/99 3:58:43 PM> 35 30 31 31 20 31 38 31 32 33 34 45 31 33 30 30 31 31 32 33 14

<12/4/99 3:58:43 PM> 06
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Shown previously is an example of the Debug screen viewed
in ASCII.

Note that there is information present at the bottom of the
screen (from left to right):

• Cards: X - This indicates the number of PC LC2 line cards
currently being monitored.

• COM2: Opened - Communication between The Reporter
and PC LC2 occurs on this port. “Opened” means the port
is active.

• Receiver: Connected - This indicates that the receiver is
currently connected to The Reporter.

ABOUT
The About Icon is used to access the company information.

This screen shows information about SG Security
Communications:

• Version Number of The Reporter
• Company Logo
• Phone, Fax and “800” numbers
• Web Site address
• Technical Support email address
The web site address is a link, meaning when clicked on it
will open the SG Security Communications web site in the
default browser installed on the operator’s system.

The email address is also a link, and clicking on it will open
a blank email using the default email browser installed.

When completed with this screen, click the “Done” button to
return focus to the traffic screen.

HELP
There are three ways to access help from the traffic screen.

The first one is to click on the HELP icon with your mouse
pointer. The second way is to access help from the Help menu
on the menu bar. In addition, you may access it from the keyboard
by pressing the function key (F1).

WHAT’S THIS HELP
“What’s this?” is part of the Help section accessed  either
from the traffic screen by clicking on the “what’s this?” icon,
or from the Help menu on the menu bar. “What’s this?” is
used for displaying the functionality of any part of the screen
or icons that may not be obvious to the operator by its
appearance.

To access additional information on any section of The Reporter,
simply click the “what’s this” icon and click on any part of
the screen.

Notice that when the “what’s this” icon is clicked, the mouse
pointer is now accompanied by a “?”. When a part of the
screen has been clicked, a window will pop up containing
information on that part of the screen. When the operator
clicks on any other section of the screen or by pressing the
Escape key, the window disappears, and the “what’s this”
mode becomes deactivated.

EXIT
The “exit” icon is used to exit from The Reporter.

ALARM ACKNOWLEDGEMENT
This process could be considered the most critical process for
the operator of The Reporter. Therefore, it must be followed
closely.
This process consists of a number of steps, some of which
are optional. It is recommended to do the optional steps
anyway. The acknowledgment process is logged per operator.

The acknowledgement process is outlined below:

• Double click on an alarm on the traffic screen.
• The account information is brought up with address and

type of account etc. (The information that was entered at
the time of account set up).

• Next, click on the envelope to send an e-mail to the address
entered (if there was no e-mail address entered this icon
will be disabled)

• Next, press the yellow “ACK” button, a new screen will appear.

Shown above is the screen that appears when an alarm on
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the traffic screen is double-clicked.

Shown above is the alarm acknowledgement screen (appears
when the yellow “ACK” button is pressed).

This screen shows the following information about the
acknowledgement for the alarm:

• Response

• Action List

• Acknowledgement comments

• Contact Information
The response that is originally assigned to the alarm is brought
up once you are in the "ACK" process. If no response is
assigned, you will be presented with the standard
acknowledgement action.
The action list contains all the optional and required actions
to be performed. Any linked alarms are indicated as well.

• The acknowledgement comments is a field reserved for
the operator. Any comments can be entered and will be
kept in the history log along with the account and alarm
information.

• The Contact information contains the names and numbers
of people that were entered when setting up the response.

• Single click in the "done" column, beside the action, it will
bring out the name and contact information of the action.

• Double click the "done" column when the action has been
performed.

Note: A check mark is placed and the color changes when
the action is completed.

• You will not be able to check the "fail" column unless the
actions are linked together.
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AlarmAlarm Alarm Definitions Zone Zone Definition Priority
Alarm Alarm Definition Zone Zone Definition Priority

0 Printer Error 1 5
0 Printer Restore 2 9
0 12V Battery Low 3 5
0 12 Battery Restore 4 9
0 COM 1 Absent 5 5
0 COM 1 Restore 6 9
0 Tamper Alarm 7 5
0 Tamper Restore 8 9
1 Invalid Report 0 9
1 AC Failure 5 5
1 AC Restored 6 9
2 Telephone Line Fault 0 5
3 Telephone Line Restored 0 9
4 Communication Failed 0 5
D System Reset 0 9
F Line Card Absent 0 Line Card 0 5
F Line Card Absent 1 Line Card 1 5
F Line Card Absent 2 Line Card 2 5
F Line Card Absent 3 Line Card 3 5
F Line Card Absent 4 Line Card 4 5
F Line Card Absent 5 Line Card 5 5
F Line Card Absent 6 Line Card 6 5
F Line Card Absent 7 Line Card 7 5
F Line Card Absent 8 Line Card 8 5
F Line Card Absent 9 Line Card 9 5
F Line Card Absent A Line Card A 5
F Line Card Absent B Line Card B 5
F Line Card Absent C Line Card C 5
F Line Card Absent D Line Card D 5
F Line Card Absent E Line Card E 5
F Line Card Absent F Line Card F 5
E Line Card Restored 0 Line Card 0 5
E Line Card Restored 1 Line Card 1 5
E Line Card Restored 2 Line Card 2 5
E Line Card Restored 3 Line Card 3 5
E Line Card Restored 4 Line Card 4 5
E Line Card Restored 5 Line Card 5 5
E Line Card Restored 6 Line Card 6 5
E Line Card Restored 7 Line Card 7 5
E Line Card Restored 8 Line Card 8 5
E Line Card Restored 9 Line Card 9 5
E Line Card Restored A Line Card A 5
E Line Card Restored B Line Card B 5
E Line Card Restored C Line Card C 5
E Line Card Restored D Line Card D 5
E Line Card Restored E Line Card E 5
E Line Card Restored F Line Card F 5

5
Y Receiver Disconnected • 0 • PC LC 2 5

“INTERNAL” ALARMS
The PC LC2 can generate several alarms for trouble conditions it could be experiencing. All of these alarms will
appear on the traffic screen from account “0000”. The chart below contains these internal alarms.
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APPENDIX A - REPORTER COMMUNICATION FORMATS

Name Handshake Data Baud Format Kiss Off

EMAN EKAHSDNAH ATAD DUAB TAMROF FFOSSIK

0041wolSocmedA
zH

zH0041 zH0091 01
,dednetxe1/3,1/3

2/4ro1/4,2/3
zH0041

tsaFthginKtneliS zH0041 zH0091 41
,dednetxe1/3,1/3

2/4ro1/4,2/3
zH0041

aocseSnilknarF zH0032 zH0081 02
,dednetxe1/3,1/3

2/4ro1/4,2/3
zH0032

scinoidaR zH0032 zH0081 04
,dednetxe1/3,1/3

2/4
zH0032

scinoidaR zH0032 zH0081 04
muskcehc/w1/3

dednetxe1/3
2/4,muskcehc/w

zH0032

2&1levelAIS KRAMKSF
KSF

ECAPS/KRAM
003/011 kcaatadlanoT

DItcatnoC
enoTlauD

zH0041
FMTD FMTD 3/2/3/12/4 zH0041

draG-ruS zH0032 FMTD FMTD 3/4 zH0032

draG-ruS
enoTlauD

zH0041
FMTD FMTD 3/4 zH0032

draG-ruS zH0032 FMTD FMTD muskcehc/w3/4 zH0032

draG-ruS
enoTlauD

zH0041
FMTD FMTD muskcehc/w3/4 zH0041

tsaFrepuS
ocmedA

enoTlauD FMTD FMTD 1/8/4 zH0041

tsaFrepuSnorcA zH0041 FMTD FMTD 8/4,8/3 zH0041

sserpxEocmedA enoTlauD FMTD FMTD 2/4,1/4 zH0041
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

)0000=tcca(1 10 rorrEretnirP M

20 erotseRretnirP L

30 woLyrettaBV21 M

40 erotseRyrettaBV21 L

50 tnesbA1#moC M

60 derotseR1#moC L

70 mralArepmaT H

80 erotseRrepmaT L

01 tropeRdilavnI L

51 eruliaFCA M

61 derotseRCA L

02 tluaFeniLenohpeleT M

03 derotseReniLenohpeleT L

04 deliaFnoitacinummoC M

0D teseRmetsyS L

)aaaa=tcca(1 xxA=0 )02(tropeRtseTcidoireP L

xx1 mralAeriF H

xx2 mralAcinaP H

xx3 yralgruB H

xx4 )31(mralAlareneG H

xx5 mralAlareneG H

xx6 )41(elbuorTmetsyS M

xx7 lacideM H

xx8 elbuorTmetsyS M

xx9 erotseR L

xx0=A tropeRtseTcidoireP L

xxB gninepO L

xxC gnisolC L

xxD lecnaC M

xxE erotseR L

xxF elbuorTmetsyS M

APPENDIX B - FORMAT LIBRARY

DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

4 xxxxxxxxxx tnuoccarepdenifedyllaudividnI -

NOTE: For each alarm type, a sound is attached as per the
priority (high, medium and low). Here are the default assignments...
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

5 001 lacideM H

101 rettimsnarTtnadneP H

201 nItropeRotliaF M

011 eriF H

111 ekomS H

211 noitsubmoC H

311 wolFretaW H

411 taeH H

511 noitatSlluP H

611 tcuD H

711 emalF H

811 mralAeriFraeN H

021 cinaP H

121 sseruD H

221 tneliS H

321 elbiduA H

421 detnarGsseccA-sseruD H

521 detnarGssergE-sseruD H

031 yralgruB H

131 retemireP H

231 roiretnI H

331 )efaS(ruoH42 H

431 tixE/yrtnE H

531 thgiN/yaD H

631 roodtuO H

731 repmaT H

831 mralAraeN H

931 reifireVnoisurtnI H

041 mralAlareneG H

141 nepOpooLgnilloP H

241 trohSpooLgnilloP H
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

341 eruliaFeludoMnoisnapxE M

441 repmaTrosneS H

541 repmaTeludoMnoisnapxE H

641 yralgruBtneliS H

741 eruliaFnoisivrepuSrosneS M

051 yralgruB-noNruoH42 M

151 detceteDsaG H

251 noitaregdirfeR H

351 taeHfossoL H

451 egakaeLretaW H

551 kaerBlioF H

651 elbuorTyaD M

751 leveLsaGdelttoBwoL M

851 pmeThgiH M

951 pmeTwoL M

161 wolFriAfossoL H

261 detceteDedixonoMnobraC H

361 leveLknaT M

002 yrosivrepuSeriF M

102 erusserPretaWwoL M

202 2OCwoL M

302 rosneSevlaVetaG M

402 leveLretaWwoL M

502 detavitcApmuP M

602 eruliaFpmuP M

003 elbuorTmetsyS M

103 ssoLCA M

203 yrettaBmetsySwoL M

303 daBmuskcehCMAR L

403 daBmuskcehCMOR L

503 teseRmetsyS L
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

603 )52(degnahCgnimmargorPlenaP L

703 eruliaFtseT-fleS M

803 nwodtuhSmetsyS L

903 eruliaFtseTyrettaB M

013 tluaFdnuorG M

113 daeD/gnissiMyrettaB M

213 tnerrucrevOylppuSrewoP M

313 teseRreenignE L

023 yaleR/rednuoS M

123 1lleB M

223 2lleB M

323 yaleRmralA H

423 yaleRelbuorT M

523 yaleRgnisreveR M

623 3#.tkCecnailppAnoitacifitoN L

723 )03(4#.tkCecnailppAnoitacifitoN L

033 elbuorTlarehpirePmetsyS M

133 nepOpooLgnilloP H

233 trohSpooLgnilloP H

333 )42(eruliaFeludoMnoisnapxE M

433 eruliaFretaepeR M

533 )62(repaPfotuOretnirPlacoL M

633 eruliaFretnirPlacoL M

733 ssoLCDeludoM.pxE M

833 .taBwoLeludoM.pxE M

933 teseReludoM.pxE M

143 repmaTeludoM.pxE M

243 ssoLCAeludoM.pxE M

343 liaFtset-fleSeludoM.pxE M

443 tceteDnaJrevieceRFR M

053 elbuorTnoitacinummoC M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

153 tluaF1ocleT M

253 tluaF2ocleT M

353
rettimsnarToidaRegnaRgnoL

)43(tluaF
M

453 tnevEetacinummoCoteruliaF M

553 noisivrepuSoidaRfossoL M

653 gnilloPlartneCfossoL M

753
RWSVoidaRegnaRgnoL

)92(melborP
M

073 pooLnoitcetorP H

173 nepOpooLnoitcetorP H

273 trohSpooLnoitcetorP H

373 elbuorTeriF H

473 )enoz(mralArorrEtixE H

573 elbuorTenoZcinaP M

673 elbuorTenoZpu-dloH M

773 elbuorTregniwS M

873 elbuorTenoZssorC M

083 elbuorTrosneS M

183 FR-noisivrepuSfossoL M

283 MPR-noisivrepuSfossoL M

383 repmaTrosneS M

483 yrettaBwoLFR M

583 ytivitisneSiHrotceteDekomS M

683 ytivitisneSwoLrotceteDekomS M

783 ytivitisneSiHrotceteDnoisurtnI M

883 ytivitisneSwoLrotceteDnoisurtnI M

983 eruliaFtset-fleSrosneS M

193 elbuorThctaWrosneS M

293 rorrEnoitasnepmoCtfirD L

393 trelAecnanetniaM L

004 esolC/nepO L

104 resUyBesolC/nepO L
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

204 esolC/nepOpuorG L

304 esolC/nepOcitamotuA L

404 esolC/nepOotetaL M

504 esolC/nepOderrefeD L

604 lecnaC M

704 mrasiD/mrAetomeR L

804 mrAkciuQ L

904 esolC/nepOhctiwsyeK L

114 edaMtseuqeRkcabllaC L

214 sseccA/daolnwoDlufsseccuS L

314 sseccAlufsseccusnU M

414
dnammoCnwodtuhSmetsyS

devieceR
L

514
dnammoCnwodtuhSrelaiD

devieceR
L

614 daolpUlufsseccuS L

124 deineDsseccA M

224 resUybtropeRsseccA L

324 sseccAdecroF M

424 deineDssergE M

524 detnarGssergE M

624 nepOdepporProoDsseccA M

724
rotinoMsutatSrooDtnioPsseccA

)04(elbuorT
M

824
tixEottseuqeRtnioPsseccA

elbuorT
M

924 yrtnEedoMmargorPsseccA L

034 tixEedoMmargorPsseccA L

134 egnahCleveLtaerhTsseccA L

234 liaFreggirT/yaleRsseccA L

334 tnuhSETRsseccA L

434 tnuhSMSDsseccA L

144 YATSdemrA M

244 YATSdemrAhctiwsyeK M

054 esolC/nepOnoitpecxE M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

154 esolC/nepOylraE M

254 esolC/nepOetaL M

354 nepOotdeliaF M

454 esolCotdeliaF M

554 deliaFmra-otuA M

654 mrAlaitraP M

754 )resU(rorrEtixE M

854 sesimerPnOresU M

954 esolCtneceR L

164 yrtnEedoCgnorW L

264 yrtnEedoClageL L

364 mralAretfAmra-eR L

464 dednetxEemiTmra-otuA L

564 teseRmralAcinaP M

664 sesimerPffO/nOecivreS L

105 elbasiDredaeRsseccA L

025 elbasiDyaleR/rednuoS M

125 elbasiD1lleB M

225 elbasiD2lleB M

325 elbasiDyaleRmralA H

425 elbasiDyaleRelbuorT M

525 elbasiDyaleRgnisreveR M

625
3#.tkCecnailppAnoitacifitoN

elbasiD
L

725
4#.tkCecnailppAnoitacifitoN

elbasiD
L

135 deddAeludoM L

235 devomeReludoM M

155 delbasiDrelaiD M

255 delbasiDrettimsnarToidaR M

355
daolnwoD/daolpUetomeR

delbasiD
L

075 ssapyBrosneS/enoZ M

175 ssapyBeriF H
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

275 ssapyBenoZruoH42 M

375 ssapyByralgruB M

475 ssapyBpuorG M

575 ssapyBregniwS M

675 tnuhSenoZsseccA M

775 ssapyBtnioPsseccA M

106 tropeRtseTreggirTlaunaM M

206 tropeRtseTcidoireP M

306 noissimsnarTFRcidoireP M

406 tseTeriF M

506 wolloFottropeRsutatS L

606 wolloFotnI–netsiL M

706 edoMtseTklaW L

806
elbuorTmetsyS–tseTcidoireP

M

906 evitcArettimsnarToediV M

116 KOdetseTtnioP L

216 detseTtoNtnioP M

316 detseTklaWenoZnoisurtnI L

416 detseTklaWenoZeriF L

516 detseTklaWenoZcinaP L

616 tseuqeRecivreS M

126 teseRgoLtnevE L

226 lluF%05goLtnevE L

326 lluF%09goLtnevE M

426 wolfrevOgoLtnevE M

526 teseRetaD/emiT L

626 etaruccanIetaD/emiT M

726 yrtnEedoMmargorP L

826 tixEedoMmargorP L

926 rekraMgoLtnevEruoH23 M

036 egnahCeludehcS M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

136 egnahCeludehcSnoitpecxE M

236 egnahCeludehcSsseccA M

146 elbuorThctaWroineS M

246 noisivrepuSyeK-hctaL M

456 ytivitcanImetsyS M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

S NA larotseRgolanA L

RA larotseRCA L

SA ecivreSgolanA M

TA ecivreSgolanA M

AB mralAyralgruB H

BB ssapyByralgruB H

CB lecnaCyralgruB M

HB erotseRmralAyralgruB L

JB erotseRelbuorTyralgruB L

MB tnioPssorC-mralAyralgruB H

RB larotseRyralgruB L

SB .yrosivrepuSyralgruB H

TB elbuorTyralgruB H

UB ssapybnUyralgruB L

VB deifireVyralgruB H

XB tseTyralgruB L

ZB noisivrepuSgnissiM M

AC gnisolCcitamotuA L

DC tneuqnileDgnisolC M

EC dnetxEgnisolC L

FC gnisolCdecroF M

GC aerAesolC L

IC esolCoTliaF M

JC esolCetaL M

KC esolCylraE M

LC tropeRgnisolC L

MC
gnisolCtneceR–mralAgnissiM

)03(
M

PC gnisolCcitamotuA L

RC gnisolCtneceR L

SC hctiwSgnisolC L

TC nepOotetaL M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

WC demrAecroFsaW L

ZC gnisolCtnioP L

AD dengissAdraC L

BD deteleDdraC L

CD desolCsseccA L

DD deineDsseccA M

ED retnEottseuqeR L

FD decroFrooD H

GD detnarGsseccA L

HD larotseR-nepotfelrooD L

JD elbuorTdecroFrooD M

KD tuokcoLsseccA L

LD larotseRnepOtfeLrooD L

MD elbuorTnepOtfeLrooD M

ND
-non,mrala-non(nepOtfeLrooD

)elbuort
L

OD nepOsseccA L

PD
dezirohtuanU-deineDsseccA

emiT
M

QD
dezirohtuanU-deineDsseccA

)93(etatSgnimrA
M

RD larotseRrooD L

SD noitatSrooD M

TD elbuorTsseccA M

UD DIrelaeD L

VD
dezirohtuanU-deineDsseccA

leveLyrtnE
M

WD kcolretnI–deineDsseccA M

XD tixEoTtseuqeR L

YD dekcoLrooD L

ZD deruceSrooD–deineDsseccA M

AE mralAtixE M

EE rorrEtixE M

RE erotseRnoisnapxE L

TE elbuorTnoisnapxE M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

XE noitidnoCeciveDlanretxE M

ZE rorrEtixE–mralAgnissiM M

AF mralAeriF H

BF ssapyBeriF H

CF lecnaCeriF H

HF erotseRmralAeriF M

IF nigeBtseTeriF M

JF erotseRelbuorTeriF M

KF dnEtseTeriF M

MF tnioPssorC-mralAeriF H

RF larotseReriF M

SF yrosivrepuSeriF H

TF elbuorTeriF H

UF ssapybnUeriF M

XF tseTeriF M

YF elbuorTeriFgnissiM M

ZF noisivrepuSeriFgnissiM M

AG mralAsaG H

BG ssapyBsaG H

HG erotseRmralAsaG M

JG erotseRelbuorTsaG M

RG larotseRsaG M

SG yrosivrepuSsaG H

TG elbuorTsaG H

UG ssapybnUsaG M

XG tseTsaG M

AH mralApu-dloH H

BH ssapyBpu-dloH H

HH MerotseRmralApu-dloH M

JH erotseRelbuorTpu-dloH M

RH larotseRpu-dloH M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

SH .yrosivrepuSpu-dloH H

TH elbuorTpu-dloH H

UH ssapybnUpu-dloH M

AI noitidnoCeruliaFtnempiuqE M

RI larotseR–liaFtnempiuqE L

AJ repmaTedoCresU M

DJ degnahCetaD L

HJ degnahCyadiloH L

KJ trelAyeKhctaL M

LJ dlohserhTgoL M

OJ wolfrevOgoL M

PJ sesimerPnOresU M

RJ etucexEeludehcS L

SJ egnahCeludehcS L

TJ degnahCemiT L

VJ egnahCedoCresU L

XJ eteleDedoCresU L

YJ deddAedoCresU L

ZJ teSleveLresU L

AK mralAtaeH H

BK ssapyBtaeH H

HK erotseRmralAtaeH M

JK erotseRelbuorTtaeH M

RK larotseRtaeH M

SK yrosivrepuStaeH H

TK elbuorTtaeH H

UK ssapybnUtaeH M

BL )nigeB(margorPlacoL L

DL deineDmargorPlacoL M

EL dednEni-netsiL L

FL nigeBni-netsiL L



  29

DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

RL erotseReniLenohP L

SL )lufsseccuS(margorPlacoL L

TL elbuorTeniLenohP M

UL liaFmargorPlacoL M

XL dednEmargorPlacoL L

AM mralAlacideM H

BM ssapyBlacideM H

HM erotseRmralAlacideM M

JM erotseRelbuorTlacideM M

RM larotseRlacideM M

SM yrosivrepuSlacideM H

TM elbuorTlacideM H

UM ssapybnUlacideM M

AN ytivitcAoN M

CN noitidnoCkrowteN M

FN mrAretemirePdecroF M

LN demrAretemireP L

RN larotseRkrowteN L

SN demuseRytivitcA L

TN eruliaFkrowteN M

AO gninepOcitamotuA L

CO tropeRlecnaC M

GO aerAnepO M

HO mralAmorfnepOotylraE M

IO nepOoTliaF M

JO nepOetaL M

KO nepOylraE M

LO mralAmorfnepOotetaL M

PO tropeRgninepO L

RO mralAmorFmrasiD M

SO hctiwsyeKgninepO L
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

TO esolCoTetaL M

ZO gninepOtnioP M

AP mralAcinaP H

BP ssapyBcinaP H

HP erotseRmralAcinaP M

JP erotseRelbuorTcinaP M

RP larotseRcinaP M

SP yrosivrepuScinaP H

TP elbuorTcinaP H

UP ssapybnUcinaP M

AQ mralAycnegremE H

BQ ssapyBycnegremE H

HQ erotseRmralAycnegremE M

JQ erotseRelbuorTycnegremE M

RQ larotseRycnegremE M

SQ yrosivrepuSycnegremE H

TQ elbuorTycnegremE H

UQ ssapybnUycnegremE M

AR
llaCremmargorPetomeR

)13(deliaF
M

BR nigeBmargorPetomeR L

CR esolCyaleR L

DR deineDmargorPetomeR M

NR teseRetomeR L

OR nepOyaleR M

PR tseTcitamotuA L

RR pu-rewoP L

SR LsseccuSmargorPetomeR L

TR tsoLataD M

UR liaFmargorPetomeR M

XR tseTleunaM L

YR lamroNffOtseT L

Manual
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

AS mralArelknirpS H

BS ssapyBrelknirpS H

HS erotseRmralArelknirpS M

JS erotseRelbuorTrelknirpS M

RS erotseRrelknirpS M

SS .yrosivrepuSrelknirpS H

TS elbuorTrelknirpS H

US ssapybnUrelknirpS M

AT mralArepmaT H

BT ssapyBrepmaT H

CT detseTstnioPllA L

ET dnEtseT L

PT tnioPtseTklaW L

RT larotseRrepmaT M

ST tratStseT L

TT elbuorTrepmaT H

UT ssapybnUrepmaT M

XT tropeRtseT L

AU mralAenoZdepytnU M

BU ssapyBenoZdepytnU M

HU larotseRmralAdepytnU M

JU larotseRelbuorTdepytnU M

RU larotseRenoZdepytnU M

SU yrosivrepuSenoZdepytnU M

TU elbuorTenoZdepytnU M

UU ssapybnUenoZdepytnU M

XU denifednU M

YU elbuorTgnissiMdepytnU M

ZU mralAgnissiMdepytnU M

IV nIrepaPretnirP L

OV tuOrepaPretnirP M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

RV erotseRretnirP L

TV elbuorTretnirP M

XV tseTretnirP L

YV enil-nOretnirP L

ZV enil-ffOretnirP L

AW mralAretaW M

BW ssapyBretaW M

HW larotseRmralAretaW L

JW larotseRelbuorTretaW L

RW larotseRretaW L

SW yrosivrepuSretaW M

TW elbuorTretaW M

UW ssapybnUretaW L

AX tropeRtnuoccAartxE L

EX tnioPartxE M

FX tnioPFRartxE M

HX larotseRecnerefretnIFR L

IX teseRrosneS L

JX larotseRrepmaTrevieceRFR L

LX tnioPlangiSdevieceRwoL M

MX tnioPssorC-mralAgnissiM H

QX ecnerefretnIFR M

RX larotseRyrettaBrettimsnarT L

SX repmaTrevieceRFR H

TX elbuorTyrettaBrettimsnarT M

WX tnioPdecroF H

XX tseToTliaF M

AY tluaFlleB M

BY sdnoceSysuB M

CY liaFnoitacinummoC M

DY elbuorTdraceniLXR M
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DIlocotorP )3(epyTmralA )41(noitinifeDmralA ytiroirP

EY larotseRdraceniLXR L

FY liaFmuskcehCretemaraP M

GY degnahCretemaraP M

HY derotseRlleB L

KY larotseRnoitacinummoC L

MY gnissiMyrettaBmetsyS M

NY tropeRdilavnI M

OY egasseMnwonknU M

PY elbuorTylppuSrewoP M

QY derotseRylppuSrewoP L

RY larotseRyrettaBmetsyS L

SY elbuorTnoitacinummoC M

TY elbuorTyrettaBmetsyS M

WY teseRgodhctaW L

XY deriuqeRecivreS M

YY tropeRsutatS L

ZY detelpmoCecivreS L

AZ mralAezeerF M

BZ ssapyBezeerF M

HZ erotseRmralAezeerF L

JZ erotseRelbuorTezeerF L

RZ larotseRezeerF L

SZ yrosivrepuSezeerF M

TZ elbuorTezeerF M

UZ ssapybnUezeerF L



How to Contact Us:
Sales
For information about additional products, please call our sales number: 1-800-418-7618, or e-mail us at
sales@sur-gard.com.

Technical Support
If you have questions or problems when using Sur-Gard products, you can call technical support. If you are
within the United States, Puerto Rico, the U.S. Virgin Islands or Canada, you can get support by dialing
1-800-503-5869 ext.1. If you are outside these areas, please call (416) 665-4494 ext.1, or e-mail us at
support@sur-gard.com.

Internet
Visit our new Sur-Gard WWW site. You will be able to search the Sur-Gard technical information database and
read information about new products. You will also be able to send us your questions. Our World Wide Web
address is http://www.sur-gard.com.

Limited Warranty
SG Security Communications  warrants that for a period of 1 year  from the date of purchase, the product shall be free of defects
in materials and workmanship under normal use and that in fulfillment of any breach of such warranty, SG Security
Communications shall, at its option, repair or replace the defective equipment upon return of the equipment to its repair depot.
This warranty applies only to defects in parts and workmanship and not to damage incurred in shipping or handling, or damage
due to causes beyond the control of SG Security Communications, such as lightning, excessive voltage, mechanical shock, water
damage, or damage arising out of abuse, alteration or improper application of the equipment.

The foregoing warranty shall apply only to the original buyer, and is and shall be in lieu of any and all other warranties, whether
expressed or implied and of all other obligations or liabilities on the part of SG Security Communications. This warranty contains
the entire warranty. SG Security Communications neither assumes, nor authorizes any other person purporting to act on its behalf
to modify or to change this warranty, nor to assume for it any other warranty or liability concerning this product.

In no event shall SG Security Communications be liable for any direct, indirect or consequential damages, loss of anticipated
profits, loss of time or any other losses incurred by the buyer in connection with the purchase, installation or operation or failure
of this product.

Warning
SG Security Communications recommends that the entire system be completely tested on a regular basis. However,
despite frequent testing, and due to, but not limited to, criminal tampering or electrical disruption, it is possible for
this product to fail to perform as expected.
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